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1	Overall description
SA6 has identified and studied SEAL functionality to support application capability exposure to general purpose servers or 3rd party IoT applications via IoT Platforms as part of FS_ACE_IoT. Key issues and corresponding solutions necessary to ensure efficient use and deployment of IoT Platforms in the 5G network have been captured in 3GPP TR 23.700-97, including Key issue #3 on IoT Platform PSM monitoring and configuration. 

The following figure (i.e., 3GPP TR 23.700-97 Figure 5.2.1-1) is a generic representation of services enabled via IoT Platforms.



SA6 has considered the following use case and provided a KI #3 solution (in 3GPP TR 23.700-97 clause 5.7) where the IoT-PCS Server consolidates UE  traffic pattern information from multiple IoT-App Servers. The resulting, UE unified traffic pattern can then be used for Core Network configuration via the Network Parameter Configuration API.
Use Case:
An IoT Platform (i.e., the IoT-PCS Server) receives UE traffic pattern information from multiple IoT-App Servers, including network-agnostic ASs (i.e. without SCEF/NEF APIs) and creates the UE unified traffic pattern. The IoT-PCS Server uses the UE unified traffic pattern and service-level information provided by the IoT-App Servers to derive 5GC PSM configurations to be requested on behalf of all the IoT-App servers via the Network Parameter Configuration API. 
For example, in the case of one UE communicating with two different IoT-App Servers on an industrial platform, the IoT-PCS Server is provided with UE traffic pattern configurations by both IoT-App Servers. The IoT-PCS Server may be provisioned with local policies such that when an alarm type A has been raised 10 minutes duration and periodically per hour during working hours on the platform (e.g., by one of the IoT-App Servers based on service requirements) the configuration fulfils only the UE traffic pattern values of IoT-App Server 1. The same policy indicates that the configuration fulfils only the UE traffic pattern values of IoT-App Server 2 when an alarm type B is raised 8 minutes duration and periodically per hour during working hours. When both alarms are off the configuration fulfils the UE traffic patterns of both IoT-App Servers. 
Note that the policy definition/implementation is designed to be based on application or service-level information, not available to the Core Network, e.g., may be based on inputs from other servers. The solution also enables the IoT-PCS Server to determine whether the network parameter configurations applied by the Core Network are compatible with the unified UE traffic patterns (see table 5.7.2.5.1-2 in TR 23.700-97 and example below the table). 
In SA6 understanding, Core Network specifications provide some mechanisms for harmonization of network parameter configurations from multiple servers. For instance, in 3GPP TS 23.502, the most stringent requirements from AFs are satisfied by 5GC to set UE active time and Periodic Update time. However, this mechanism will not satisfy the needs of  the afore-mentioned example.
The newly proposed SA6 solution would be based on UE traffic patterns and service information available at IoT-PCS level. SA6 anticipates that the Core Network mechanisms will always be used for usecases such as the following: no IoT-PCS deployments, servers external to an IoT-PCS deployment,  multiple IoT-PCS deployments, etc. 
For those cases, SA6 is inquiring whether SA2 is planning to address different network parameter configurations aggregation methods based on  Application Server requests.
SA6 also requests SA2 feedback on whether it is feasible to have an SA6 solution for aggregation of network parameter configurations coexisting with and different from the existing or future SA2 mechanisms
2	Actions
To SA2
ACTION: 	SA6 asks SA2 to review the clause 5.7 solution in 3GPP TR 23.700-97 V 1.1.0 and to provide feedback related to the SA6 solution for aggregation of network parameter configurations at IoT-PCS level as follows:
i. Whether SA2 is planning to address different network parameter configurations aggregation methods based on  Application Server requests.
ii. Whether it is feasible to have an SA6 solution for aggregation of network parameter configurations coexisting with and different from the existing SA2 mechanisms, or with any upcoming ones based on (i).
3	Dates of next TSG SA WG 6 meetings
SA6#52              14th November – 18th November 2022 	meeting
SA6#53-e              16th January – 20h January 2023 	e-meeting
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